Certain versions of Integrated Lights-out 2 Firmware from Hp contain the following vulnerability:

Unspecified vulnerability in HP Integrated Lights-Out (iLO) firmware 2 before 2.27, 3 before 1.82, and 4 before 2.10 allows remote attackers to bypass intended access restrictions or cause a denial of service via unknown vectors.

CVE-2015-2106 has been assigned by hp-security-alert@hp.com to track the vulnerability.
There are currently no QIDs associated with this CVE

### Known Affected Configurations (CPE V2.3)

<table>
<thead>
<tr>
<th>Type</th>
<th>Vendor</th>
<th>Product</th>
<th>Version</th>
<th>Update</th>
<th>Edition</th>
<th>Language</th>
</tr>
</thead>
<tbody>
<tr>
<td>Operating System</td>
<td>Hp</td>
<td>Integrated Lights-out 2 Firmware</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td>All</td>
</tr>
<tr>
<td>Operating System</td>
<td>Hp</td>
<td>Integrated Lights-out 3 Firmware</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td>All</td>
</tr>
<tr>
<td>Operating System</td>
<td>Hp</td>
<td>Integrated Lights-out 4 Firmware</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td>All</td>
</tr>
</tbody>
</table>

No vendor comments have been submitted for this CVE
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